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After Y2K, Now What?

Many people are scoffing at what they call the Y2K hoax.  Granted, there was a lot of Y2K hype, but there also was a real concern of programming issues for the year 2000.  Companies addressed many issues that could have caused disaster, had they not been corrected.  I’ve seen big Y2K bugs called billing problems.


Nevertheless, we move on beyond the Y2K issues to concentrate on other issues.  While IT professionals were addressing Y2K and other business concerns, hackers were sitting around thinking of ways to disrupt and stop Internet and other businesses.  Internet security is getting to be a big topic for those doing e-commerce; and rightly so, for there is a lot of danger doing business on the net.  But, to stay competitive, many businesses must use the net.

Back to Basics


E-commerce is now causing us to focus more on the legacy enterprise computer systems.  Y2K sure made us aware of their place in our businesses.  Now they are the back-end integration needed in e-commerce.  Our old mainframes need to keep pace with what is going on in business today.  But, we need to protect them and our valuable databases from the Internet.  Hence, warehousing data to make it available to the world while denying them access to the real database is the business of the present.  Oracle may be popular and visible through warehousing, but DMSII is the secret to privacy, integrity, and manageability of our data.  Long live DMSII.  Long live the MCP.  Long live the A Series computer even when it is housed in a NX cabinet.

What is a Virus?


It has been stated that there are no viruses on an MCP based computer.  What is a virus?  There are no viruses like the ones that infiltrate networks on an MCP based computer, but there are programs that are potentially dangerous and can wreck havoc with your computer.  I call these programs viruses and use Virusscan to discover which ones are on my system and once all programs are verified, removed, and isolated, Virusscan will continue to track any changes to all disk packs.  I have seen apparently harmless situations move into disaster.  Identify what is on your computer and keep a regular eye on all files.

Software  Enhancements

Integrity System Doctor (Supervisor).  In addition to the alarms with the online resource evaluation module, alarms have been added for operational issues.  Alarms may be activated for specific or all waiting entries with a message being transferred to a specified workstation.  A message may be transferred to any workstation for any aborted tasks with program name and mix number.  Any ODT message as well as any WFL may be generated for these situations.  In addition any defined message (system or user) may have these same responses.  Future alarms for security issues will be forthcoming in addition to the security audits that are currently produced.  ODT message audit has been added to this list.

Parallel Processing and Testing New Computers


Now that Y2K is past, new computers can be ordered and installed again.  Once we had completed our Y2K testing on the old computer we did not dare replace it before the year 2000.  Now that we are on this side of the Y2K issue take time to plan your strategy when considering a new computer.  Since technical knowledge is rarely found in sales people and their motivation is to make a sale, I suggest that you get professional help in making the transition to a new system.


Many times I have seen companies rush to a new computer only to regret a rash decision not to plan, test, and integrate the new system into the center of their business.  Upgrading and replacing enterprise computers (they used to call them mainframes) should be a carefully planned process.  Time should be taken for parallel processing and a systematic checklist should be used to verify that the new computer is ready to take over the workload of its predecessor.  Don’t wait until the last minute to order a new computer.


Wherever you are with your current computer, take time to establish a benchmark of your current processing strength.  This base line study will establish your current use of computer resources as well as setting a timeline for future needs.  As business changes so does 

the planning timeline need to be adjusted to these changes.  Professional help in this area can save a lot of headaches and wasted money in the future.


When the plans are made to select a new computer system make sure that you allow plenty of time for parallel processing and computer testing with a checklist to ensure that the system is running correctly.  Bypassing the checklist testing because the vendor says that everything is ok is foolish.  If everything is ok it is because all functions have been tested and passed these tests.

Years ago when I worked for Unisys, it was my task to go to a site after computer hardware was installed and test it to verify that any production programs would run without problems.  I recently had the occasion to verify that an installed computer system was ready for production.  The vendor said it was ready but produced no verification of its readiness.  My testing caused the microcode to fail in the I/O processor.  This system had not been thoroughly tested.  Repeated testing gave the same results.  It was a solid reproducible failure.


If this system had been put into production, downtime and production delays could have been experienced.  For this reason I am bringing back a program I have used to test computers.  You can be sure that all resources have been tested when this program is finished exercising your system.  After proper testing consider the following checklist before installing a production computer system:

Before installing a production system, tools should be in place to monitor:

1. Reliability Monitoring.

     1)Mainframe and peripheral reports

     2) Incident reports of every interrupt to   

         the system

2. Performance Baseline and Continuing  

    Statistics.

     A. Simple reports to monitor:


1) Processor usage


2) Memory usage


3) I/O unit queues


4) Data communications throughput


5) Transaction volumes


6) Any other key areas for your 

                environment

     B. On-line monitoring of critical resources.

3. Security Access.

     Automatic problem detection software to  

     prevent:


1) Viewing unauthorized data


2) Changing someone's data


3) Stealing unauthorized data


4) Destroying important data

4. Resource Use by Users and  

    Departments.


1) Processor.


2) I/O.


3) Terminal elapsed time.


4) Print volume.


5) Disk space.


6) Program types and privileges.
5. File and Database Access by:


1) User


2) Location


3) Access clearance

6. Terminal Access by:


1) User


2) Time of day

7. Guardfile Reports.


1) All files


2) Critical files


3) Access codes

Consultant vs Employee with a Specialty

Large corporations have employees with background in special fields to meet each and every need that arises.  They have database specialists, data communications specialists, network specialists, security specialists, performance specialists, etc.  Small and middle-sized companies usually cannot afford to have these specialists on their staffs for a couple of reasons. First, they require high salaries and second most companies cannot keep them challenged enough to keep them.

The solution is a consultant that you bring in for special needs.  Problem: who do you use and how do you know you can trust them to meet all your needs?  In today’s multifaceted computer technical arena one person cannot meet all of your needs.  Usually, one company cannot meet all of you needs, because they specialize.

If you wait until a disaster and then bring in the first person you can find, how can you be sure a solution is forthcoming?  You cannot be sure.  The solution is to establish relationships with the consultants that will meet your needs in the future.  You can build trusting relationships so that you will have confidence in them when trouble or a significant need arises.  Integrity and ethics are of paramount importance.  Reputation is important so get verbal and/or written references from others in your same business.  Bring them in for small tasks to see if they meet your expectations before the more serious tasks present themselves.

Remember, when you cannot afford to keep specialists on your staff, today is the time to begin assembling consultants who will be an extension of your staff when you need them.  Don’t be cheap; you get what you pay for.  At least you won’t get more than what you pay for.  

The good consultants will be busy, so plan head.
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NX and A Series Security Certification

Recently I had the occasion to evaluate a security package for the MCP environment that was quite comprehensive. It is refreshing to see that someone is addressing real issues.  With all the talk these days about network and Internet firewalls and e-commerce someone has seen the need to protect your bread and butter, the database on the legacy computer.  The security package still had a couple of holes in it, but it was comprehensive.  It was also not a product of a U.S. firm.  I am still amazed at how little U.S. companies are    concerned about computer security.

Be that as it may, Integrity Services Inc. still offers Security Certification on the   MCP environment at different levels: 

Closed Shop, Internal Network, and Internet Certification.  Rest assured, you will need software and extensive security implementation at any level of use, but especially if you are connecting to the Internet.

Address Corrections

Please take a moment to make sure we have the proper name and address on your Integrity Journal.  The quickest way you can make corrections to your name and/or mailing address is simply by e-mailing us at jkite@dca.net.  You may also return or fax this form to Integrity Services Inc., 10 Radnor Road, Newark DE  19713 or call us directly at (302) 738-7808 (voice or fax).

Name:  ________________________________

Company Name:  ________________________

Address: _______________________________

______________________________________

If you need to add someone to our mailing, please let us know.

Integrity Services Background

Joseph Kite is the founder of Integrity Services Inc. and has over 30 years experience on Unisys ClearPath and A Series computers and their predecessors (24 years with Burroughs and Unisys).  He has been extensively involved in customer support and services.  His specialties have included system software installation and upgrades, performance analysis and capacity planning, designing and implementing system security, data communications design and implementation, and system planning and configuration.


Joe has been involved in training and education throughout his time with Unisys and Integrity Services.  Technical presentations have included operations management, new product release information, a disk subsystem overview, performance analysis, security seminars, and supervisor operations.


Training seminars are available at public locations or at the site of your choice.  Customization is available when they are at your location.


We have come to the conclusion that an independent and personal consultant is in the best interest of every Unisys customer to evaluate all computer related decisions, sales proposals, and recommendations that you consider.  We will work for you with an unbiased view toward your interests and objectives.  We will make sure that you get the right system, the right configuration of that system (a very common mistake), and the right software services with a new or existing ClearPath or A Series computer system.

  To contact us at Integrity Services for inquiry, services, software, or to schedule seminars and conferences you may write to:

Integrity Services Inc.

10 Radnor Road

Newark DE 19713

302-738-7808

Email:  jkite@dca.net

http://www.dca.net/Integrity
Integrity System Doctor

                




Integrity Services Inc.


Peace of Mind

· System Initialization Setup

· On-line Resource Evaluation

· Station Security

· Automatic Virus Scanning

· Extensive Security Reports

· Performance Analysis Reports

· Mix Task Resource Monitoring

· Instant Alarms (Aborts, Waiting, Messages)

· ODT & CANDE Audit of all commands

· Automatic Disk Backups

· Verify Readiness for MCP Upgrade

· Installation of Unisys IC Tapes

· Safe Delete and Purge Commands

· Automatic Schedule for all Jobs, Tasks, Commands, and more
Software from Integrity Services Inc.

Send for a free catalog.  Recent Offerings:

Integrity System Doctor

(The health of your computer system [function and security] is regularly examined and maintained)

Integrity Password Management

(Password aging plus a robust collection of supporting functions)

Standard Security Package

(Log Reporter, Virus Scan, Cande Audit, Marc Directives)

Internet Security Package

(Standard Security + Password Management and Supervisor)

Integrity Services Inc.

Specialized Consulting Services and Training

Appraisal, Advice and Recommendations
1. Performance Evaluation, Sizing or

       (System Utilization Study)


a. Resource evaluation


b. Identify bottlenecks


c. Growth recommendations


d. Trouble analysis

    (i.e. slow response time)

e. Performance Seminar

2. Security Appraisal


a. Security analysis of the customer's

                security policy


b. Security analysis of ClearPath and 

                A Series computers


c. Recommendations on policy

                adjustments or implementation


d. Implementation of the customer's

                security policy


e. Security Seminar

3. Growth Plan (Capacity Planning)

Capacity planning is not getting a big report one time (It must be on-going and not a one-time analysis)

a. Establish a base line performance study 
    of the current system


b. Make recommendations


c. Establish on-going analysis with

                customer readable reports


d. Implement recommendations

4. System Planning and Configuration


a. Examine customer needs and plans


b. Examine existing computer system


c. Make recommendations

5. Network, Data Communications Design, and Implementation


a. Examine existing pc network or data

                communications network


b. Examine and discuss customer

                needs and plans

c. Evaluate ClearPath or A Series to LAN

                communication


d. Make recommendations

6. Software Package Evaluation


a. System impact


b. Resources needed

7. Operations Analysis


a. Evaluate existing operations


b. Discuss the use of efficient

                operations tools and techniques


c. Brief seminar on ClearPath and 

                A Series.   How it functions.


d. Full Operations Management Seminar

8. System Software (MCP) Installations and

    Upgrades (Customized for site specific needs)

__________________________________________________________________________________

Integrity Services
10 Radnor Road

Newark DE 19713

Address Service Requested 

BULK RATE

U.S. POSTAGE

PAID

PERMIT # 125

NEWARK, DE
















6
1

