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A Diminishing Pool of Skilled Mainframe Technicians 

A recent article in Computerworld commented on the need for mainframe specialists.  The problem is that with the increase in mainframe computers being shipped there is a decrease in skilled personnel to service these computers.  Large and medium businesses have realized that they need the dependable and powerful mainframes to conduct business in the best manner.  Sales and deliveries are on the rise.  For those with skills in mainframes, this is good news.  Salaries are being increased 10-15% because of the shortage of people capable of performing in this arena.

Almost all qualified mainframe people are at least 50 years of age and attrition cuts the number of these people each year.  Companies are now starting to realize that training for these areas of expertise is hard to find.  For new people to begin in the proper paths they need to have a motivation to pursue this career path and training needs to be available.  Because so many skilled people are reaching retirement age, new workers in this field are needed.

According to Computerworld, 90% of companies have no strategy to deal with the diminishing pool of skilled workers.  The problem becomes more complicated when one considers that training is the base line for skills.  The pool of people that is diminishing has many years of experience, and experience is where the best skills are developed.  Training and mentoring are needed to develop people in this field.

Many of you who read this article are part of the diminishing pool of people capable of working on the Unisys ClearPath computers.  In my estimation, you will become more valuable in years to come.  There is a lot of fanfare about networks, internet, and java programmers.  But they are the window dressing in an industry that relies on mainframe skilled people who are decreasing in numbers.  Unisys and Unisys’ clients should beware how they approach layoffs.  To liquidate these very important people may save a few dollars today.  In the long run you may sacrifice your business!

For those of you with a ClearPath skill set, there is slowly arising within the computer industry a realization of the importance of your skills.  If you are not taken care of, there are companies that will take care of you.  E-commerce front-ends rely on the solid databases that reside on the ClearPath computers.  They are not going to go away.  They are increasing in numbers.

The ClearPath is the best of both worlds.  It is the legacy mainframe that has always done the job for corporate America and other countries.  But, it has the transparent link to the front-end technology of today.  A person with this skill set is a very important person in today’s IT industry.  He or she has a handle on what corporate executives need to succeed.  Smart companies will reward the people associated with the technology that is their bread-and-butter.

Making Changes To The Coms Configuration File


Normally changes to the Coms configuration file (CFILE) are made through the Coms Utility via the ‘On Utility’ command.  Individual changes can be made and they go into effect immediately.  To make one or a few changes using this method is efficient use of time and effort.  To make wholesale changes with this methodology would be very time consuming.  The technique to make a large number of changes is to use Utility to get to the appropriate group of items that need these changes and use the dump command.  If you had chosen ‘stations’ then all stations and their attributes would be dumped to a file that can be accessed by Cande.

Exit Utility and move to Cande under the same usercode.  The file created will have a name such as Coms/Dump/S/050202/091355 where the last two nodes reference the date and time of day.  With Cande you may get the file as your workfile and perform one or more replace statements to change all stations with the same values to a new value.  An example would be:

REP/SUPER_USER = Y//SUPER_USER = N/:T

This statement will change all stations that are superusers to not having superuser status.  The ‘:T’ will list text.  If you are making a lot of changes, you may not want to use ‘:T’.  In that case only sequence numbers will be listed for the changed items.  If you want to look at things before you change them you may use the Cande command, ‘Find’, instead of ‘Replace’.  You may make more changes, if desired.  When you are finished making changes, save the workfile.  Whether you save it with the same name or a new name does not matter.

Go back to Utility and use the load function.  This is the opposite of the dump function.  Type load on the action line, your file name where it is needed, and Modify override may be needed in some cases.  You do not need to use the override unless you get error messages.  Then observe the changes being made as station names are displayed.  These are live changes and they go into effect immediately.  You will get a warning for each station because the add statement, in the dump file, for existing stations is not valid.  This completes the task.




Security and Worms

Last year worms, such as Code Red, caused havoc in the computer industry.  Worms are self-replicating infestations that hop from network to network to attack computers.  They are more dangerous than viruses (sometimes worms are called viruses) and can cause a lot of down time.  Former worms have only infested one platform of computer at a time.  We may see more sophisticated worms in the future that spread across platforms and infect a larger number of victims before they are detected and stopped.

Security remains a top subject in the IT world.  Many ClearPath users do not have enough security evoked to detect misbehavior when it occurs.  That may be a mild word to describe the trouble that security breaches bring. Preventive measures and software are necessary as well as detection methods and software.  Don’t be short-changed with all the security trouble that is brewing.  Be pro-active, keep all preventive software up-to-date and get a security analysis of your system if you haven’t already done so.

A recent survey of Fortune 1000 companies has shown that the average outage for a security breach is four hours costing a company approximately $330,000 plus employee non-productivity.  The average company experienced nine outages per year at a cost of about $3,000,000.  Smaller companies may not experience the same losses, but they will experience losses when security is breached.  I have talked with too many computer users that have told me that they wouldn’t know if someone did penetrate their system and cause problems.  Vulnerability needs to be determined so that risk factors are identified and approached with skill.

Experience and Support behind Integrity Services

Joseph Kite is the founder of Integrity Services and has over 35 years experience on Unisys ClearPath and A Series computers and their predecessors (24 years with Burroughs and Unisys).  He has been extensively involved in customer support and services.  His specialties have included system software installation and upgrades, performance analysis and capacity planning, designing and implementing system security, data communications design and implementation, and system planning and configuration.

Joe has been involved in training and education throughout his time with Unisys and Integrity Services.  Technical presentations have included operations management, new product release information, a disk subsystem overview, performance analysis, MCP security, and operations training.

It has now been three years since Julie joined Integrity Services.  She continues to be a big help to me and her touch on presentations has been artistic.  She continually improves the look of the Journal, the web page, and Power Point presentations.  If you haven’t seen our web page lately, give it a browse (www.integrity-services-inc.com).  She is becoming familiar with clients and the office functions of the job as well.  If you call and she answers the phone, she will brighten up your day.

Communications & Technology

Software Features on the Internet

The main software packages that are available from Integrity Services are the Integrity System Doctor, the Integrity Security Doctor, and the Integrity Super Doctor.  Password management is part of the later two products.  Individual components may be licensed separately, but most clients license one of these three packages.  A short description of each package with components listed is available at www.integrity-services-inc.com.  Click on software.  Also available are new features and problems fixed.  You can verify that you are using the latest version or look at features that you may want.

New feature suggestions are always welcome at jkite@integrity-services-inc.com.  Many current features were once feature suggestions.  It became apparent to me last year that many users of the Doctor software were not aware of many of the features.  For this reason I conducted classes on the Doctor and MCP security that were videotaped.  These classes are currently available with appropriate handouts and related information.  This month I am holding updates to these classes with new and old feature explanations and demonstrations.  I can now bring my Unisys LX100 into the classroom and demonstrate needed issues and functions.  Videotapes or CDs of these sessions will be available as an update to the former videotaped classes.

This summer should find all software from Integrity Services available for download from the Internet.  Currently all software is available via email or a CDRom.  All clients may now use our website to check for software status and upgrades, and in the future to download software.  An up-to-date Integrity ClearPath Operations Manual, which is now available to all clients via email, will also be on the web site for download by Doctor users.
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Integrity Services Inc.

Specialized Consulting Services and Training

Appraisal, Advice and Recommendations
1. Performance Evaluation, Sizing or

       (System Utilization Study)


a. Resource evaluation


b. Identify bottlenecks


c. Growth recommendations


d. Trouble analysis

    (i.e. slow response time)

e. Performance Seminar

2. Security Appraisal


a. Security analysis of the customer's

                security policy


b. Security analysis of ClearPath and 

                A Series computers


c. Recommendations on policy

                adjustments or implementation


d. Implementation of the customer's

                security policy


e. Security Seminar

3. Growth Plan (Capacity Planning)

Capacity planning is not getting a big report one time (It must be on-going and not a one-time analysis)

a. Establish a base line performance study 
    of the current system


b. Make recommendations


c. Establish on-going analysis with

                customer readable reports


d. Implement recommendations

4. System Planning and Configuration


a. Examine customer needs and plans


b. Examine existing computer system


c. Make recommendations

5. Network, Data Communications Design,  

    and Implementation


a. Examine existing pc network or data

                communications network


b. Examine and discuss customer

                needs and plans

c. Evaluate ClearPath or A Series to LAN

                communication


d. Make recommendations

6. Software Package Evaluation


a. System impact


b. Resources needed

7. Operations Analysis


a. Evaluate existing operations


b. Discuss the use of efficient

                operations tools and techniques


c. Brief seminar on ClearPath and 

                A Series.   How it functions.


d. Full Operations Management Seminar

8. System Software (MCP) Installations and

    Upgrades (Customized for site specific needs)





Video Training








The following subjects are available on video:





NX and LX Security and Answers 


The Integrity System Doctor





Classes include Video Tapes, Power Point handouts, and Integrity handouts.





The Doctor class also includes the Integrity Planning and Operations Reference Manual  on diskette.








Technology Tips





On our web page (� HYPERLINK "http://www.integrity-services-inc.com" ��www.integrity-services-inc.com�) there is a category called Technology Tips.  These have accumulated over the years.  There may be something helpful for you.





IT Auditing





I have visited many sites after an auditing firm has performed a site audit.  They appear to understand and approach the accounting department with proper credentials and methods.  These same firms pretend to do EDP audits, charge a lot of money, and leave customers vulnerable to many security issues.  I have rarely seen an accounting firm perform an adequate audit of a computer department.  I have been on site after the top-named firms and been appalled at what was done and what was not done.





Most of the time the people sent to the site do not know how the ClearPath computer operates.  That is not  ‘some of the time.’, it is ‘most of the time.’  With recognized expertise I can state my concerns where others may not.  I have held back on this exposure for many years waiting for these professional accounting firms to catch up, but they don’t.  Occasionally I find someone who has a reasonable theory about what to do.  Practically, they don’t have a clue.  If someone does not know how a computer works, he or she cannot evaluate security issues.  It is impossible!





I am equally mystified that companies keep hiring them to do a job that they don’t do and they pay them their fees.  I have also seen companies who hide their security problems so that they do not have to spend time, effort, and money to make proper measures and corrections.  Safeguards must be in place for any company to operate without undue vulnerability.  I believe that IT or EDP auditing by auditing (or accounting) firms is a sham.  This is my observation and I have only visited many hundreds of sites; and there are thousands of sites out there.  The next time that you have an audit, consider letting me examine your examiners before you pay them a penny.








How to Reach Us


You may contact us by mail, phone, fax, or e-mail:


Integrity Services Inc.


10 Radnor Road


Newark DE  19713


 (302) 738-7808 phone/fax	   


 e-mail address:  jkite@integrity-services-inc.com


or visit our web site at http://www.integrity-services-inc.com
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ADDRESS CORRECTIONS


Please take a moment to make sure we have the proper name and address on your Integrity Journal.  The quickest way you can make corrections to your name and/or mailing address is simply by e-mailing us at � HYPERLINK mailto:jkite@dca.net ��jkite@dca.net�.  �
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A Must See





Recently, on a trip to Phoenix, Arizona, I had the privilege to visit a dinner show at the Arizona Opry.  There are some very talented people performing with some unusual talents in the music field.  If you are in the area it is located in Apache Junction east of Phoenix.








3 Doctor Software Packages available:





System Doctor


Security Doctor


Super Doctor





For more details regarding the differences and a list of the software components, please refer to our web site:





www.integrity-services-inc.com











Activities to Ensure Security





With recent statistics showing that 76% of security breaches are internal, the best tools for every organization are:





Education & Awareness


Technology





Keep current on all virus software definitions and have them active on all work stations.  In addition keep current on all software patches, use encryption on all communication, and use digital signatures when possible.  Regularly backup all needed information.  Password protect access to all information.  Do diligence in researching all applications so that they may be trusted.  Search your computer for every potentially dangerous program and verify that it is what you think it is.
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